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Abstract of the contribution: This contribution clarifies the usage of network instance on N3 and N9 reference point.
1. Background
In SA2#122 meeting, paper S2-175281 proposed to introduce network instance, identifying a network realm, which is used by the UPF to detect and forward the packets, for the following reason:

Traffic routing rules sent by the SMF to the UPF may be associated with a realm information.

NOTE1:
The Realm information may be used by the UPF acting as PDU Session Anchor connecting several enterprises corresponding to the (private) IP subnet: based on the Realm information the UPF can apply different tunelling protocols, or traffic forwarding rules, etc…to  the different corporate networks that the UPF is serving 

NOTE2:
The Realm information may be used for N3/N9 traffic e.g. in case different forwarding policies apply to traffic to eNB(s) / gNB(s)  that belong to different operators (shared networks) and thus may be in different IP domains. The same may apply to N9 traffic (that could be local to the PLMN or correspond to traffic on a N9 interface to an UPF from a different PLMN)

This relates to the Virtual Routing and Forwarding concept, which is widely used in the industry. This concept allows separate interfaces, separate protocols, separate firewalls, etc. 

It is agreed the network instance may be used on N6 interface, for the reason like in EPS, PDN instance (represented by APN) is used by the PGW to differentiate the packets with the same UE IP address from/to different PDN network.

2. Rationale of Proposal
This contribution further discussed whether “network instance” is needed on N3 and N9 interface.
It is agreed that GTP-U protocol is used for user plane traffic transmission on N3 and N9 interface. For the traffic detection information on N3 and N9, it is assumed the combination of “IP address” plus “Tunnel Endpoint Identifier” (F-TEID) is used by the receiver to detect the packet, as defined for CUPS.

In case of shared networks (multiple operators share the same RAN node), it is expected that the TEID assigned for each tunnel has different value. Consequently, F-TEID is still unique within a RAN node. When a tunnel is established between RAN node and UPF, UPF has the downlink F-TEID for packet encapsulation, received from RAN node.

The traffic handling policies are provided by the SMF to the UPF using a session level message. The policies can be at least flow level or session level to allow UPF to treat every packet according to different level of policies.

If the SMF intends to apply operator-specific policies for the packet handling, it can indicate it to the UPF accordingly, because the SMF has the knowledge about the session information, e.g. which UE sets it and UE’s serving PLMN. For instance, SMF can provide the policy like: when detecting packet by TEID 100 (operator A), then forwarding it to TEID 200; when detecting packet by TEID 300 (operator B), then forwarding it to TEID 400.
N9 reference point selects tunnelling protocol as well, so the consideration is the same as for N3 reference point.
Based on the above analysis, it is proposed that there is no need to make the UPF understand operator information of the arriving packets, to differentiate the packet enforcement, on N3 and N9 reference point.

3. Conclusion and Proposal

It is proposed to add the following texts into TS 23.501.
* * * First Change * * *
5.8.2.4.2
Traffic Detection Information

The SMF controls the traffic detection at the UP function by providing detection information for every PDR.

For IPv4 or IPv6 PDU Session type, detection information is a combination of:

-
PDU Session.

-
QFI.

-
IP Packet Filter Set as defined in clause 5.7.6.2.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

For Ethernet PDU Session type, detection information is a combination of:

-
PDU Session,

-
QFI,

-
Ethernet Packet Filter Set as defined in clause 5.7.6.3.

In this release of the specification for Unstructured PDU Session Type, the UPF does not perform -QoS Flow level traffic detection for QoS enforcement.
Traffic detection information sent by the SMF to the UPF for a PDU Session may be associated with Network instance for detection and routing of traffic over N6.

NOTE 1:
The UPF connected to different DN with possibly overlapping IP addresses is an example of a usage of a Network Instance.

NOTE 2: Network Instance is not used on N3 or N9 reference point. 

* * * End of Changes * * *
3GPP

SA WG2 TD


